SISSI PARK APPARTEMENTVERMIETUNGS GMBH.
DATA PROTECTION STATEMENT

1. GENERAL PROVISIONS

Sissi Park Appartementvermietungs GmbH., AT-896udd&losterhuigel 74 the operator of
SissiPark shall ensure that data processing isilaamid expedient in all cases where it
processes personal data. The purpose of this datiecpon statement is to ensure that guests
who make a reservation and give access to thesopal data receive appropriate information
already at the point of reservation or prior toiiggvaccess to their personal data with regards
to the duration and under which conditions and giges our firm processes their data. Our
company shall regard the contents of this dateeptioin statement as mandatory and shall
abide by its contents in each instance where itllegrpersonal data.

We reserve the right, however, to change the tefrtfsis unilateral declaration, in which

case we will inform the persons concerned in adeagbould you have any questions with
regards to the contents of this brochure plea#te us Data processing related to our firm’s
activities is based on voluntary contribution, msome cases the data processing is necessary
in order to take steps at the request of the dddgest prior to entering into a contract;

Our data processing activities comply with applledbws, in particular to the following:

« The Regulation (EU) 2016/679 of the European Pasiat and of the Council of 27
April 2016 on the protection of natural personsweégard to the processing of
personal data and on the free movement of such aadierepealing
Directive 95/46/EC (General Data Protection Reguoathereinafter referred to as
“GDPR”)

« The Act CXIl of 2011 on Informational Self-deterration and Freedom of
Information (Hungarian abbreviation: “Info.tv”).

The firm’s data and contact data are as follows:
Name: Sissi Park Appartementvermietungs GmbH.
PPB: AT-8967 Haus, Klosterhuigel 74

Company registry number: FN 417044 a

TIN: ATU68808604

Phone: +43 720 881 606

E-mail: info@sissipark.at

We provide the following information regarding imlual instances of data processing:

2. DATA PROCESSING IN RELATION TO ONLINE HOTEL BOOK ING

Our company provides an opportunity for online llodgeservation i order that our
customers may book a room free of charge in a qomkvenient fashion in SissiPark.

Personal data processorSissi Park Appartementvermietungs GmbH., AT-89@1$]
Klosterhtigel 74



The purpose of data processingto render the reservation of lodgings easier, reffreient
and free of charge.

Legal basis of data processinghe prior consent of the person who reserves hadgi

The scope of processed personal datst name anfirst name address (country, postcode,
city, street, street number); phone number; e-address; credit card number, expiration
date, cvv codeThe card details provided will not be stored)

Duration of data processing:two years after the last day of stay as stateddmeservation.
The possible negative consequences of not providipgrsonal data:no contract can be
concluded with regards to a hotel room.

3. DATA PROCESSING IN RELATION TO REQUESTING QUOTES

Our company provides an opportunity for our guest®quest a quote in an electronic way or
on phone. The quote is provided by our companyentaiking account of available vacancies
through an automated system.

Personal data processorSissi Park Appartementvermietungs GmbH., AT-89@1$]
Klosterhtigel 74

Purpose of data processingto receive information prior to booking about Hgteces

Legal basis of data processinghe prior consent of person who reserves lodghnticle 6
Section 1 Point a) of the GDPR, or necessary ieraimtake the steps requested by the data
subject prior to the conclusion of a data procegsontract - Article 6 Section 1 Point b of
the GDPR

Scope of processed personal datlast name antirst name phone number; e-mail address;
number of guests.

Duration of data processing:two years after the last day of stay as statédameservation.
Possible negative consequences of not providing genal data: The hotel cannot provide a
quote.

4. DATA PROCESSING RELATED TO NEWSLETTERS
SUBSCRIPTION

Our company maintains contact with its guests vi@wasletter, in which it informs its guests
about its services, news relating to its operagi®mvell as available discounts.

Personal data processorSissi Park Appartementvermietungs GmbH., AT-89@us{
Klosterhtigel 74

Purpose of data processingmaintaining contact with potential guests

Legal basis of data processingconsent of the data subject — Article 6 Sectidtoint a of
GDPR.

Description of legitimate interest:maintenance and development of business relafjpssh
with partners and guests

Scope of processed personal data:mail address

Duration of data processing:our company processes e-mail addresses untildatetthat
unsubscription occurs.



Possible negative consequences of not providing genal data: The data subject will not
be able to receive the company’s newsletter.

You are able to unsubscribe from our company’s rettes by clicking the icon
“Unsubscribe” found at the bottom in our newslettén this case we will immediately delete
your e-mail address from our database.

5. PROCESSING OF PERSONAL DATA RELATED TO CUSTOMER
SATISFACTION SURVEYS

As a hotel it is our goal to provide high-qualigrgices to our guests, therefore we
continually request feedback from our guests abiwit experiences while staying at our
hotel.

Personal data processorSissi Park Appartementvermietungs GmbH., AT-89@us]
Klosterhtigel 74

Purpose of data processingrequesting feedback from our guests in order ttinéu develop
and improve our services.

Legal basis of data processingconsent of the data subject — Article 6 Sectidtoint f) of
GDPR.

Description of legitimate interest:our company has a legitimate interest to receive
information related to improvement of its servioesthe basis of guest feedback.

Scope of processed personal dateeservation ID, name, e-mail address

Duration of data processing:two years after the last day of stay as statédameservation.
Possible negative consequences of not providing genal data: The affected data subject
will not receive our company’s customer satisfatsorvey.

6. COOKIE PROCESSING

In the interest of providing customized service, tata processor places a small data packet
or cookie on the customer’s computer and, in casesabsequent visit, reads it back. If the
browser sends back a previously saved cookie,dtetocessor managing the cookie has the
opportunity to connect the user’s previous visithwhe current one, however, exclusively in
relation to its own content.

The purpose of data processingdentification of users, tracing users, distinging users
from one another, to identify the workflow of usexsstore data provided in the course of
workflow, to avoid data loss, web analytics, prasisof customized service.

Legal basis of data processingconsent of the data subject.

The scope of processed datadentification number, date, time, and the preslgwisited
webpage.

The duration of data processing:maximum 90 days

Other information related to data processing:Users are able to delete cookies from their
own computers and may disable the use of cookidsein browsers. Users can usually
manage cookies in the browser’s Tools/Settings nuenler Data
Protection/History/Individual Settings menu, undéher Cookies or Track options.



Possible negative consequences of not providing genal data:it may become impossible
to take advantage of the services provided witlndgyto services described in points 2-5
above.

7. SERVER LOG FILLES

The purpose of data processingwhen a webpage is visited, the service providpesuses
the operation of its services, and in order to pné\abuse it records the visitors’ data.
Legal basis of data processingArticle 6 Section 1 Point f) of GDPR. Our compdras a
legitimate interest in the webpage’s safe operation

Type of processed personal datadentification number, date, time, the addresthef
visited page.

Duration of data processing:maximum 90 days

Further information: our company does not connect the data that emerdles course of

the protocol analysis with other data, it make®fiort to identify the user. The address of the
visited pages, as well as the data relating to a@adketime are insufficient to identify the
affected data subject, however, they may be safftdn conjunction with other data (for
instance, data provided in the course of registmatio reach conclusions about to the user.

8. OTHER DATA PROCESSING

We provide information in relation to data procagsactivities not included in this data
protection statement when we request such dataniden our customers that certain
authorities, bodies with a public service missiand courts may contact our company for the
purpose of disclosing private data. If the bodgetiéd designated the precise purpose and
scope of data to be turned over, our company pesvitrsonal data only to the extent and to
the degree which is indispensable for the purpbsieeorequest and if the fulfilment of the
request is prescribed by law.

9. MODE OF PERSONAL DATA STORAGE, SECURITY OF DATA
PROCESSING

Our company’s computer systems and other datageatavices can be found in the seat of
the company. Our company selects and operatesftbreniation technology devices used to
process personal data in the course of providsgéatvices that

the data processed are available to the authgpsesthns (availability);

its authenticity and authentication are guaran{éezlauthenticity of data processing);
its integrity can be verified (data integrity);

the data are protected against unauthorised ad@ssconfidentiality).

PowbdPE

We take special care of data security, furthermaalso take the technical and
organisational measures and develop the proceduesl necessary to enforce the GDPR
guarantees. We protect the data with appropriaesares against, in particular, unauthorised
access, alteration, transmission, public disclgsnasure or destruction, as well as



unavailability due to accidental destruction, damamd furthermore unavailability on
grounds of alteration in the technologies usedctess the data.

The computer system and network of our companyected against computer fraud,
computer viruses, theft via computers, and compattacks whose purpose is service denial.
The operator ensures a high level of safety thrdalgimg security measures both on the level
of server and application. The daily backup ofdh& has been resolved. Our company takes
every possible measure in order to avoid a persiatal breach, and in the event that such
personal data breach should take place we shalearately take action — in accordance with
our incident management rules - in order to minemizk and to control damage.

10. RIGHTS OF DATA SUBJECTS, REMEDIES

The data subject has the right to request infoomatbout the processing of his/her personal
data, and request the rectification of his/her massdata, or — with exception of the
mandatory data processing — request the erastms/bér data or withdraw consent, or make
use of his/her right to data portability and conteshe manner specified at the time of data
collection, or through the contact details of tlagadprocessor mentioned above.

Upon request of the data subject we shall proshéedata in electronic format without delay,
but latest within 30 days, in accordance with @levant rules. We shall fulfil the requests of
the data subjects with regards to the rights bétee of charge.

The rights of the data subject:the data subject (the person whose data our compan
processes)

1. shall have the right to request access to the palsiata related to him/her,

2. shall have the right the request their rectificatio

3. shall have the right the request their erasure,

4. in the event that the conditions listed in Artidék of the GDPR are met, shall have the
right to request that the processing of his/hesqeal data be restricted (that is, that
our firm does not erase or destroy the data urtiwat or other authority is applied to
for a maximum of thirty days, and in addition tbat company does not the process
the data with another purpose),

5. has the right to contest the processing of persieatal,

6. has the right to exercise his/her right to datdgimlity. In accordance with this latter

right the data subject has the right to receivepttsonal data related to him/her in
Word or Excel format, further has the right to reguthat our company forward these
data to another data controller.

Other information related to data processing:our company take every technological and
organisational measure to avoid an eventual pekrsiata breach (for instance, if the files
containing personal data are damaged, disappehecome accessible to unauthorised
persons). Should a personal data breach nevenrheles place, we shall keep records in

order to supervise the necessary measures assaeliirsform the affected data subjects. This
record shall contain the scope of affected persdat, the circle and number of data subjects
affected by the privacy incident, the date, circtanses, effects of the personal data breach as
well as the measures taken to deal with it, as agelither data as defined by the laws
regulating data processing.



Right of information:

Our company shall take appropriate measures tage@ny information referred to in
Articles 13 and 14 of the GDPR and any communicatioder Articles 15 to 22 and 34 of the
GDPR relating to processing to the data subjecésdoncise, transparent, intelligible and
easily accessible form, using clear and plain lagguwhile remaining precise at the same
time.

The right to information can be exercised in writterm, through the contact details provided
under Point 1. Upon request of the data subjeotleviing the verification of his/her identity

— information may be provided in oral form. We wablike to inform our customers that if

our company’s employees have doubts with regartisetadentity of the data subject, we may
request further information necessary to confirmpgirsonal identity of the data subject.

The data subject’s right of access to data:

The data subject shall have the right to obtaimftbe controller confirmation as to whether
or not personal data concerning him or her aregogincessed. Should his/her personal data
be processed, the data subject shall have thetagjgt access to the personal data, and the
following information included in the list below:

« Purposes of the data processing;

- the categories of personal data concerned;

« the recipients or categories of recipient to whbmpersonal data have been or will be
disclosed, in particular recipients in third couggr(outside of the European Union) or
international organisations;

- the envisaged period for which the personal dalisbeistored;

« the existence of the right to request from the et rectification or erasure of
personal data or restriction of processing of peasdata concerning the data subject
or to object to such processing;

- the right to lodge a complaint with a supervisonyharity;

- information on the source of personal data; theterce of automated decision-
making, including profiling, and meaningful infortian about the logic involved, as
well as the significance and the envisaged consexgseof such processing for the
data subject.

In addition to the above, in the event that persdata are transferred to a third country or to
an international organisation, the data subjedt blage the right to be informed of the
appropriate safeguards relating to the transfer.

The right to rectification:

According to this right anyone shall have the righobtain from our company the
rectification of inaccurate personal data or thenpletion of incomplete data concerning him
or her.

The right of erasure:

The data subject shall have the right to obtaimftbe controller the erasure of personal data
concerning him or her without undue delay:



1. the personal data are no longer necessary inaeladithe purposes for which they
were collected or otherwise processed;

2. the data subject withdraws consent on which thegssing is based, and where there
is no other legal ground for the processing;

3. the data subject objects to the processing ane #rerno overriding legitimate
grounds for the processing;

4. the personal data have been unlawfully processed,;

5. the personal data have to be erased for compliaithea legal obligation in Union or
Member State law to which the controller is subject

6. the personal data have been collected in relatidhe offer of information society
services.

The erasure of personal data cannot be initiatéde idata processing is necessary for any of
the following purposes:

1. for exercising the right of freedom of expression énformation;

2. for compliance with a legal obligation which reasmprocessing by Union or Member
State law to which the controller is subject orttoe performance of a task carried out
in the public interest or in the exercise of oflicauthority vested in the controller;

3. for reasons of public interest in the area of pubkalth or for archiving purposes in
the public interest, scientific or historical resgapurposes or statistical purposes;

4. for the establishment, exercise or defence of lelgains.

Right to restrict data processing:

We shall restrict data processing on the basisrtflad 18 of GDPR, that is, where one of the
following applies:

1. the accuracy of the personal data is contestetidogldta subject, in this case the
restriction applies to the period enabling the oaltdr to verify the accuracy of the
personal data;

2. the processing is unlawful and the data subjecosgpthe erasure of the personal
data and requests the restriction of their useatst

3. the controller no longer needs the personal datthéopurposes of the processing, but
they are required by the data subject for the éstabent, exercise or defence of legal
claims; or

4. the data subject has objected to processing; snrctse the restriction applies to the
time period pending the verification whether thgitiemate grounds of the controller
override those of the data subject.

Where processing has been restricted, the perdateakhall, with the exception of storage,
only be processed with the data subject's congdnt the establishment, exercise or defence
of legal claims or for the protection of the rigbfsanother natural or legal person or for
reasons of important public interest of the Europégaion or of a Member State. The data
subject shall be informed by the controller befitne restriction of processing is lifted.

Right to data portability:

The data subject shall have the right to receiegpétrsonal data concerning him or her, which
he or she has provided to a controller, in a stinect, commonly used and machine-readable



format and to transmit those data to another cbatr@®ur company is able to fulfil such a
request by the data subject in Word or Excel format

The right to object:

Where personal data are processed for direct miagketirposes, the data subject shall have
the right to object at any time to processing apaal data concerning him or her for such
marketing, which includes profiling to the extemat it is related to such direct marketing.
Where the data subject objects to processing fectimarketing purposes, the personal data
shall no longer be processed for such purposes.

Automated individual decision-making, including prdfiling:

The data subject shall have the right not to bgestibo a decision based solely on automated
processing, including profiling, which producesdkgffects concerning him or her or
similarly significantly affects him or her. The aleoright cannot be applied, if the data
processing

1. is necessary for entering into, or performanceabntract between the data subject
and a data controller;

2. is authorised by Union or Member State law to whiwhcontroller is subject, and
which also lays down suitable measures to safeghard

3. data subject's rights and freedoms and legitinmdézasts; or

4. is based on the data subject's explicit consent.

The right to withdraw consent:

The data subject shall have the right to withdraswoln her consent at any time. The
withdrawal of consent shall not affect the lawflda®f processing based on consent before its
withdrawal.

Procedural rules:

The controller shall provide information on actiafen on a request under Articles 15 to 22
to the data subject without undue delay and inesgnt within one month of receipt of the
request. That period may be extended by two furti@nths where necessary, taking into
account the complexity and number of the requdsts.controller shall inform the data
subject of any such extension within one monthecgipt of the request, together with the
reasons for the delay.

Where the data subject makes the request by ehécfiarm means, the information shall be
provided by electronic means where possible, urddssrwise requested by the data subject.

If the controller does not take action on the retjoé¢ the data subject, the controller shall
inform the data subject without delay and at thestwithin one month of receipt of the
request of the reasons for not taking action antherpossibility of lodging a complaint with
a supervisory authority and seeking a judicial réyne

The controller shall communicate any rectificat@rerasure of personal data or restriction of
processing carried out to each recipient to whoenptrsonal data have been disclosed, unless



this proves impossible or involves disproportioreftert. The controller shall inform the data
subject about those recipients if the data subbgepiests it.

Damages and compensation:

Any person who has suffered material or non-mdtdemage as a result of an infringement
of this Regulation shall have the right to receteenpensation from the controller or
processor for the damage suffered. A processor Iskdiable for the damage caused by
processing only where it has not complied with gdtions of this Regulation specifically
directed to processors or where it has acted autsidontrary to lawful instructions of the
controller. Where more than one controller or pssoe, or both a controller and a processor,
are involved in the same processing and whereaheyresponsible for any damage caused
by processing, each controller or processor slealiddd liable for the entire damage.

A controller or processor shall be exempt fromilighif it proves that it is not in any way
responsible for the event giving rise to the damage

The right to apply to Court and the data protectionauthority procedure:

The data subject may apply to the court in the etret his/her rights have been infringed
upon. The court gives the case priority.

Complaints are to be lodged with the Austrian DRi@tection Authority (Osterreichische
Datenschutzbehérde — DSB).

The authority’s address: 1080 Wien, Wickenburgg8sse
Telephone: +43 1 52 152-0

E-mail: dsb@dsb.gv.at



